**Uso de dados biométricos aumenta a segurança, e os riscos**

**Problemas:**

O quão seguro são essas tecnologias? Uma pessoa que possui uma foto do olho de alguém consegue desbloquear uma segurança por retina? E caso o olho dessa pessoa sofra algum tipo de acidente, a tecnologia ainda funcionara? Além disso, as outras diversas formas de segurança possuem alguma falha ou algum jeito de burlar, nenhuma tecnologia é totalmente segura ainda.

Atualmente, além do medo de segurança as pessoas também apresentam desconfiança por conta da privacidade, com essas tecnologias no seu smartphone, por exemplo, é capaz de saber suas informações de localidade, do que você utiliza no seu smartphone, além de diversas outras informações que se caísse em mãos erradas poderia ser utilizada de modo a comprometer a privacidade dos usuários.

**Perguntas:**

1. Seria possível a utilização de fotos para desbloquear um aplicativo que usa reconhecimento facial?
2. Com o passar do tempo, dependendo do que a pessoa faça, é possível perder/diminuir a linhas das digitais das mãos, o que faria nesses casos de mudanças repentinas?
3. O reconhecimento de voz funcionaria com um áudio? Hoje em dia é fácil replicar, ou chegar numa tonalidade parecida, a voz de alguém com aplicativos, essa tecnologia conseguiria diferenciar quando é uma voz real ou de tecnologia?
4. A respeito da privacidade, o que segura as pessoas que essas tecnologias não estão pegando diversas informações pessoas e armazenando num banco de dados? Além disso, o que segura que essas informações, caso armazenadas, não sejam vazadas pelo mundo?